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Mr. President,

Dear Colleagues,

Since 1996, Norway has had a parliamentary intelligence oversight committee for monitoring the intelligence, surveillance and security services – or in short – the “secret services”. Establishing such a parliamentary control system was quite controversial in its time, and I would like to focus on the choice of this supervisory model for the secret services in my introduction: Why choose a parliamentary oversight body? What are the objections to such a system and how has it turned out after 10 years in business? 
Firstly, however, I would like to give you a very brief run-through of the relatively short history of oversight intelligence bodies in Norway. For further details I refer you to the “Information Paper” which has been distributed together with the Act relating to the Monitoring of Intelligence, Surveillance and Security Services and the Instructions given by parliament in accordance with this act.

In June 1993, the Norwegian Parliament made the principle decision that a parliamentary supervisory committee was to succeed the existing governmental supervisory committee established in 1972. This first committee – called the Control Committee for Surveillance and Security Services - was the very first oversight committee for monitoring the secret services to be established in Norway, and the issue of appointing such a control committee had first been debated in parliament. The responsible parliamentary committee stated that the secret nature of surveillance work had given rise to unfounded presumptions about the services. These presumptions were liable to harm their standing, and cause distrust among the general public. Moreover, the possibility that such special services might give rise to a professional ethic that was not in line with the community at large, could not be disregarded. Hence, both in the interest of legal safeguards and of the secret services themselves, a control committee was to be established. At that point the parliamentary committee did not support the idea of a parliamentary supervisory body. This was considered to be a breach of the normal distribution of power between the parliament and the government, and the standing committee feared that it might create ambiguities with potentially harmful consequences. 
The mandate of the governmental control committee was purely one of scrutiny, with no advisory or management functions. The committee’s remit was first and foremost to keep an eye on the individual’s legal safeguards, and see to it that the services’ activities were in compliance with applicable laws and instructions. Any complaint made by an individual or an organisation was to be investigated by the committee. It was also empowered to raise issues based on its own initiative. The committee was set up as an independent body headed by a Supreme Court justice or a barrister. It reported each year to the government, which in turn presented its reports to the parliament every four or five years.
Allegations that the secret services had carried out unlawful registration and surveillance of Norwegian citizens had been aired in the public arena for some time when the debate escalated in 1993. The unlawful surveillance was allegedly to have taken place in part collusion with the governing political circles of the time. This prompted the parliament to set up a commission of enquiry in February 1994 to look into the allegations. The commission later found that the secret services had indeed engaged in substantial unlawful activities. Nor was the governmental oversight committee immune to criticism from the commission. By then, however, the parliament had already decided to establish a new parliamentary oversight system. 
A decision which, as I mentioned, was in place by June 1993. 
So, what prompted the Parliament to change the intelligence oversight committee from a governmental to a parliamentary body? And what about the objections to such an arrangement made in 1972 – were these arguments no longer valid? 

As I have already implied, the factors that triggered the establishment of a new intelligence oversight system may be found in the heated debate and serious allegations that were raised against the secret services at the time. The parliamentary standing committee which dealt with the matter emphasized that if the secret services were to function as intended, society would have to be certain that they were run in such a manner to take due account of the individual citizen’s democratic rights. 
Where aspects of the services’ operations were of a covert nature, it was all the more important to ensure that the services operate in accordance with the applicable instructions and rules. Recalling that overseeing the public administration is one of the parliament’s main functions, the standing committee – in contrast to the assessment made in 1972 – found that there was no reason for a parliamentary supervisory body not to be established. Reference was made to such other parliamentary scrutinizing bodies as the Parliamentary Ombudsman. The standing committee stated that a parliamentary appointed oversight committee would give the parliament a far better basis for supervision. Furthermore, it would be in the interest of society at large that the elected representatives of the people carried out the monitoring in this field, to ensure that no misconduct against its citizens could take place.
The parliamentarians’ view seemed to be that public interest would best be served by parliament taking a more direct role in the supervisory process of the secret services. Even if the allegations of unlawful surveillance had yet to be confirmed at that time, they had resulted in serious grounds for suspicion, ample rumours, and an increasing distrust of the services. This was clearly an unfortunate situation, and it was vital to take action to prevent further distrust from developing. A parliamentary supervisory committee would be detached from the chain of command within the government in a more obvious way than a committee appointed by the government – even though this body held an independent position. 
To restore public trust in the services, it was regarded necessary to reorganize the intelligence oversight regime in such a way that not only was the committee’s independence and reliability unquestionable, but it was also construed that way by the public at large. As I have previously mentioned, the investigative commission set up in 1994 to scrutinize the allegations of unlawful surveillance activity confirmed that the allegations of unlawful surveillance were in fact largely justified. The lack of trust which surrounded the secret services at the beginning of the 1990s therefore proved well founded. 

The new parliamentary oversight body was given much the same mandate as the previous governmental committee, but the scope of its mandate was expanded so that in addition to the Police Security Service and the Norwegian National Security Authority, it also included the Norwegian Defence Intelligence Service. Together – these three agencies make up the core of the secret services in Norway. 
The IPU has stated the following guideline for Oversight of Intelligence Agencies:

“Democratic oversight of intelligence structures should begin with a clear and explicit legal framework, establishing intelligence organizations in state statutes, approved by parliament. Statutes should further specify the limits of the service’s powers, its methods of operation, and the means by which it will be held accountable”. 
In order to clarify the agencies’ legal foundation, new legislation concerning all three secret services has been passed in the years following the debate on the intelligence oversight system. Establishing the parliamentary oversight committee also led to an enforced legal basis for the supervisory body itself. While the governmental committee was based on regulations determined by the government, the parliamentary committee is based on law and additional regulations adopted in parliament. 
The parliamentary committee shall see to it that the services keep their activities within the legislative framework and run their operations without causing undue damage to public life. Furthermore, it shall safeguard the security of individuals under the law. This is mainly done through the investigation of individual complaints and by carrying out inspections within the services. To establish whether anyone is or has been subject to unjust treatment, or to prevent this from occurring and to ensure that the methods applied by the services are no more invasive than necessary, the committee may also raise matters on its own initiative.
Some potential objections to a more direct parliamentary involvement in the oversight process should be mentioned at this stage. Firstly, the parliament chose not to set up a committee consisting of serving MPs on the basis that such an arrangement was considered to create an unfortunate discrepancy between MPs with access to secret information, and MPs who did not have this access. Instead, the parliament should appoint members to an independent committee which was to report directly to parliament. Some of the members are former MPs, but to date the chairperson has had a non-political background.
Secondly, it was feared that a parliamentary committee would become implicated in the business of the secret services in such a way that it – in fact or in appearance – seemed to take on a co-decision-making role in their activities. This would, if well-founded, jeopardise its position as an oversight instrument, and create problems concerning the constitutional responsibility of the government and the minister in charge. 
This problem is addressed in the legal statutes of the oversight committee. According to Section 2 of the Act relating to the Monitoring of Intelligence, Surveillance and Security Services, the purpose of the committee is purely supervisory. It follows that the committee is not empowered to give instructions to the monitored agencies. However, if we look at Section 7 of the Instructions given by parliament, the picture is less clear. This section states that the oversight committee shall normally abide by the principle of monitoring past events, but may notwithstanding require access to information on current matters and submit comments on such matters (my underlining). So far it seems the committee has been able to carry out its task and balance its activities without raising problems in this respect. 
I would also like to mention that while the oversight intelligence committee is an ex-post facto supervisory body, there is also a judicial procedure of preventive control administered by the courts in regard to certain invasive surveillance methods. To give just one example, the police are required to obtain a court order before they are allowed to carry out wiretapping. The general political view on invasive surveillance methods has changed quite substantially during the last 10 to 15 years. Such surveillance is now to a much greater extent recognized as necessary, than was the case in the early 1990s. The importance of supervisory measures has presumably grown accordingly.
To sum up – the secret services undoubtedly perform a necessary duty in a democratic society, but their clandestine methods require a supervisory regime that is distinct from that which monitors the public administration at large. A parliamentary oversight control body may be perceived as more independent than a governmental body, and may be preferred for this reason. Parliamentary involvement contributes to providing legitimacy and democratic accountability to the supervisory system. In any case, the legal basis for the activities of both the acting agencies and of the supervisory body should be clear and explicit. On the one hand, the Norwegian model gives the oversight committee a focused mandate related to the services’ respect for human rights and the rule of law. On the other, the committee has been given far-reaching investigative powers to carry out its task. So far this combination has proved a success. The committee is now well established and enjoys broad confidence in Parliament, with the general public and, I believe, within the secret services themselves.
INFORMATION PAPER

The Norwegian Parliamentary Intelligence Oversight Committee

About the Committee

The Norwegian Parliamentary Intelligence Oversight Committee is a permanent supervisory body for what in daily language is often referred to as “the secret services”. The Committee is responsible for continuous supervision of the Norwegian Police Security Service, the Norwegian Intelligence Service and the Norwegian National Security Authority. In Norwegian, “Intelligence, Surveillance and Security” is abbreviated to EOS and these services are therefore often collectively referred to as the “EOS services”.

The supervisory arrangement is independent of the EOS services and the remainder of the public administration. The members of the Committee are elected by the Storting, and the Committee reports to the Storting in the form of annual reports and special reports. The arrangement was established in 1996.

Continuous supervision is carried out by means of regular inspections of the EOS services, both at their central headquarters and at individual units. The Committee also deals with complaints from private individuals and organizations that believe the EOS services have committed injustices against them.

This brochure provides a brief guide to the Committee, its responsibilities and activities.

The Storting has passed a separate Act and Instructions for the Committee, which can both be found at the back of the brochure.

Appointment and composition of the Committee

The Norwegian Parliamentary Intelligence Oversight Committee has seven members, including the chairman and vice-chairman. The members are elected by the Storting in plenary session on the recommendation of the Storting’s Presidium. The term of office is normally five years. The members may be re-elected. Deputies are not elected.

The Committee conducts its day-to-day work independently of the Storting, and members of the Storting are not permitted to be simultaneously members of the Committee. The Storting has emphasized that the Committee should have a broad composition, representing both political experience and experience of other areas of society. The following is a brief presentation of the current members of the Committee:

HELGA HERNES, COMMITTEE CHAIR

Senior Adviser International Peace Research Institute, Oslo. Former ambassador and state secretary at The Ministry of Foreign Affairs (Labour Party). Elected to the Committee 8 June 2006. Term of office expires 30 June 2009.

SVEIN GRØNNERN, DEPUTY CHAIR

Secretary General, SOS Children’s Villages in Norway. Former Secretary General of the Conservative Party. Elected to the Committee 6 June 1996, reelected 31 May 2001 and 8 June 2006. Term of office expires 30 June 2011.

STEIN ØRNHØI, COMMITTEE MEMBER

Teacher and film director, former member of the Storting and Chairman of the Socialist Peoples Party. Elected to the Committee 26 March 1996, reelected 16 June 1999 and 14 May 2004. Term of office expires 30 June 2009.

KJERSTI GRAVER, COMMITTEE MEMBER

Judge at Borgarting Court of Appeals, former Consumer Ombudsman. Elected to the Committee 19 May 1998, reelected 16 June 1999 and 14 may 2004. Term of office expires 30 June 2009.

TRYGVE HARVOLD, COMMITTEE MEMBER

Managing Director of the Norwegian Legal Database Foundation Lovdata. Elected to the Committee 7 November 2003, reelected 8 June 2006. Term of office expires 30 June 2011.

GUNHILD ØYANGEN, COMMITTEE MEMBER

Former Minister of Agriculture and member of the Storting (Labour Party). Elected to the Committee 8 June 2006. Term of office expires 30 June 2011.

KNUT HANSELMANN, COMMITTEE MEMBER

Regional Secretary of the Norwegian Association of the Blind and Partially Sighted. Former member of the Storting (The Progress Party). Elected to the Committee 8 June 2006. Term of office expires 30 June 2011.

The area of supervision and the purpose of supervision

The task of the Committee is to supervise the intelligence, surveillance and security services performed or managed by the public authorities whose purpose is to safeguard national security interests. Intelligence, surveillance and security services for other purposes, ordinary criminal investigation and traffic surveillance, are not included in the area of supervision.

The area of supervision is not associated with specific organizational entities. It is therefore not of decisive importance for the supervisory authority which bodies or agencies perform EOS services at any given time. These duties are currently assigned to the Norwegian Police Security Service, the Norwegian National Security Authority and the Norwegian Intelligence Service. Consequently, the Committee’s continuous supervision is currently conducted in relation to these services. However, the Committee may also conduct investigations in other parts of the public service if this is found appropriate for clarification of the facts of a case. The purpose of the supervision is primarily that of safeguarding the security of individuals under the law. It is the Committee’s job to establish whether anyone is being subjected to unjust treatment and to prevent this from occurring, and also to ensure that the EOS services do not make use of more intrusive methods than are necessary in the circumstances. The Committee is also required to carry out general monitoring to ensure that the EOS services keep their activities within the legislative framework.

The responsibility for monitoring does not embrace activities involving persons who are not resident in Norway or organizations that have no address in this country. The same applies to activities involving foreign citizens whose residence in Norway is associated with service for a foreign state. This exception is particularly intended for diplomatic personnel. However, the Committee may monitor these areas too if special grounds so indicate. Public prosecutors and the Director General of Public Prosecutions are also exempt from monitoring by the Committee.

What the Committee can do

The Committee can express its views on matters or circumstances that it investigates in the course of its supervisory activities and make recommendations to the EOS services, for example that a matter should be reconsidered or that a measure or practice should be discontinued. However, the Committee has no authority to issue instructions or make decisions concerning the services.

In its reports to the Storting concerning supervisory activities, the Committee may draw attention to circumstances or issues in the EOS services that it regards as being of current interest. This provides the Storting with a basis for considering whether, for example, changes should be made in practice or legislation.

The Committee has a broad right to inspect government archives and registers and an equivalent right of access to government premises and installations of all kinds. This is necessary to enable the Committee to perform its supervisory responsibility. The Committee may summon employees of the EOS services and other government employees and private persons to give evidence orally to the Committee. The Committee may also require evidence to be taken in court. The Committee is also entitled to use expert assistance in supervisory activities when it finds this appropriate. This is done to a certain extent within the field of data and telecommunications, particularly in supervising the Norwegian Intelligence Service.

The Committee exercises supervision in two ways, by means of inspection and by investigating complaints and matters raised on its own initiative.

Inspections

The Committee inspects the headquarters of the Norwegian Police Security Service six times a year, the Norwegian National Security Authority four times a year and the Norwegian Intelligence Service twice a year. More inspections may be carried out if necessary. The services’ external agencies are also regularly inspected. Prior notice is given of inspections but inspections may also be carried out without prior notice.

The Police Security Service (PST) is managed from the Central Unit (DSE). The service has units in all police districts. The main duties of the service involve prevention and investigation of illegal intelligence activities, terrorism and proliferation of weapons of mass destruction. The Committee’s inspection of the Norwegian Police Security Service is concentrated around criteria and practice for registering persons in the service’s registers for preventive purposes. Supervision also includes the service’s investigation activities, including the use of various methods of investigation, such as wiretapping. The service – and the supervisory activities – are primarily directed towards persons.

The Norwegian National Security Authority is organised as an independent directorate under the Department of Defence. The service’s responsibilities are of a preventive nature. It is not engaged in investigation. The Committee’s most important duty in relation to this service is to supervise processing and decisions in matters concerning security clearance. The Committee’s area of supervision includes all clearance authorities within both the defence establishment and the civil service. In its inspections of the Headquarters of the Norwegian National Security Authority, the Committee is routinely shown the decisions in cases where appeals have been unsuccessful. The Committee also makes regular spot checks on decisions concerning refusal or withdrawal of clearances that have not been appealed. Another important supervisory responsibility involves ensuring that the services’ preventive communications monitoring is kept within the framework laid down in the Security Act and regulations issued pursuant to the Act. This includes prohibition of monitoring of private communications and requirements regarding the destruction of material according to specific time limits.

The statutory duty of the Norwegian Intelligence Service is to gather, process and analyse information regarding Norwegian security interests in relation to foreign states, organizations or individuals. This means that the activities of the service are directed towards external threats, i.e. threats outside Norway’s borders. The service has posts for gathering and analysing electronic communications, and has units at the High Commands of the armed forces. It cooperates with corresponding services in other countries. A major responsibility in supervising the Norwegian Intelligence Service involves ensuring compliance with the provisions of the Act relating to the Norwegian Intelligence Service prohibiting the surveillance of Norwegian natural or legal persons on Norwegian territory and requiring that the service be under national control. The supervision is characterized by the high level of technology within electronic intelligence. The Committee therefore makes broad use of expert assistance in supervising this service.

The Committee’s consideration of complaints and matters raised by the Committee itself

Anyone who believes that the EOS services may have committed injustices against him or her may complain to the Committee for Monitoring of Intelligence, Surveillance and Security Services. All complaints that fall under the area of supervision and that show a certain basis in fact are investigated. A complaint should be made in writing and sent to the Committee. If this is difficult, help in formulating a complaint may be provided by prior arrangement. It is important that grounds are given for the complaint and that the complaint is made as explicit as possible.

No explicit time limit applies for complaints to the Committee. However, the Committee is cautious of investigating complaints concerning matters of considerable age unless they can be assumed to have current importance for the complainant and it has been difficult to submit the complaint earlier. Complaints are investigated in the service against which they are directed. This is partly carried out in writing, partly orally in the form of inspections and partly by checking archives and registers. Complaints to the Committee are dealt with in confidence but, when a complaint is investigated, the service concerned is informed. If the investigation reveals grounds for criticism, this is indicated in a written statement to the service concerned. The Committee has no authority to instruct the services to take specific action concerning a matter, but may express its opinion, and may make recommendations to the services, for example, to reconsider a matter.

Even if no complaint has been submitted, the Committee shall on its own initiative investigate matters or circumstances that it finds reason to examine more closely in view of its supervisory capacity. It is stressed as being particularly important that the Committee investigates matters or circumstances that have been the subject of public criticism. A not inconsiderable number of the matters investigated by the Committee are raised on the initiative of the Committee.

The Committee has a duty of secrecy

Much of the information the Committee receives in its supervisory capacity and in investigating complaints is classified, i.e. subject to secrecy on grounds of national security interests. Classified information cannot be disclosed by the Committee. This sets clear limits for the kind of information the Committee may provide to complainants concerning their investigations and the results of them. In the case of complaints concerning surveillance activities by the Norwegian Police Security Service, the Committee may as a general rule only inform as to whether or not the complaint gives grounds for criticism. Nor may the Committee, pursuant to the Act, inform a complainant that he has not been registered or subjected to surveillance since such an arrangement would provide anyone with the possibility of confirming whether or not he or she was the subject of the service’s attention. The Committee may however request the consent of the service concerned or of the Ministry to provide a more detailed explanation in a specific matter if found to be particularly necessary.

The Committee’s reports to the Storting shall be unclassified. If the Committee considers that the Storting should be acquainted with classified information in a matter, the Committee shall bring this to the attention of the Storting. It is then for the Storting to decide whether it will procure the information.

Postal address: Stortinget, 0026, Oslo

Office address: Nedre Vollgate 5–7

Telephone: 00 47 23 31 09 30 – Telefax: 23 31 09 40

e-mail: post@eos-utvalget.no

Website: www.eos-utvalget.no
Appendix 1

The Act relating to the Monitoring of Intelligence, Surveillance and Security Services

Act No. 7 of 3 February 1995

Section 1. The monitory body and the area to be monitored

The Storting shall elect a committee for the monitoring of intelligence, surveillance and security services carried out by, under the control of or on the authority of the public administration.

Such monitoring shall not apply to any superior prosecuting authority.

The Public Administration Act and the Freedom of Information Act shall not apply to the activities of the Committee with the exception of the Public Administration Act’s provisions concerning disqualification.

The Storting shall issue ordinary instructions concerning the activities of the monitory committee within the framework of this Act and lay down provisions concerning its composition, period of office and secretariat.

Section 2. Purpose

The purpose of the monitoring is:

1.
to ascertain and prevent any exercise of injustice against any person, and to ensure that the means of intervention employed do not exceed those required under the circumstances,

2.
to ensure that the activities do not involve undue damage to civic life,

3.
to ensure that the activities are kept within the framework of statute law, administrative or military directives and non-statutory law.

The Committee shall show consideration for national security and relations with foreign powers.

The purpose is purely monitory. The Committee may not instruct the monitored bodies or be used by these for consultations.

Section 3. The responsibilities of the monitory committee

The Committee shall regularly monitor the practice of intelligence, surveillance and security services in public and military administration.

The Committee shall investigate all complaints from persons and organizations. The Committee shall on its own initiative deal with all matters and factors that it finds appropriate to its purpose, and particularly matters that have been subjected to public criticism. Factors shall here be understood to include regulations, directives and practice.

When this serves the clarification of matters or factors that the Committee investigates by virtue of its mandate, the Committee’s investigations may exceed the framework defined in the first paragraph of section 1, cf. section 2.

Section 4. Right of inspection, etc.

In pursuing its duties, the Committee may demand access to the administration’s archives and registers, premises, and installations and of all kinds. Establishments, etc. that are more than 50 per cent publicly owned shall be subject to the same right of inspection.

All employees of the administration shall on request procure all materials, equipment, etc. that may have significance for effectuation of the inspection. Other persons shall have the same duty with regard to materials, equipment, etc. that they have received from public bodies.

Section 5. Statements, obligation to appear, etc.

All persons summoned to appear before the Committee are obliged to do so.

Persons making complaints and other private persons treated as parties to the case may at each stage of the proceedings be assisted by a lawyer or other representative to the extent that this may be done without classified information thereby becoming known to the representative. Employees and former employees of the administration shall have the same right in matters that may result in criticism of them.

All persons who are or have been in the employ of the administration are obliged to give evidence to the Committee concerning all matters experienced in the course of their duties.

An obligatory statement must not be used against any person or be produced in court without his consent in criminal proceedings against the person giving such statements.

The Committee may apply for a judicial recording of evidence pursuant to the second paragraph of section 43 of the Courts of Justice Act. Paragraphs 1 and 2 of section 204 of the Civil Procedure Act shall not apply. Court hearings shall be held in camera and the proceedings shall be kept secret until otherwise decided by the Committee or by the Ministry concerned, cf. sections 8 and 9.

Section 6. Ministers and ministries

The provisions laid down in sections 4 and 5 do not apply to Ministers, ministries, or their civil servants and senior officials, except in connection with the clearance and authorization of persons and enterprises for handling classified information.

Section 7. (the section has been repealed by Act No. 82 of 3 December 1999)

Section 8. Statements and reports

1.
Statements to complainants shall be unclassified. Information concerning whether any person has been subjected to surveillance activities shall be regarded as classified unless otherwise decided. Statements to the administration shall be classified according to their contents.

The Committee shall decide the extent to which its unclassified statements or unclassified parts of statements shall be made public. If it is assumed that making a statement public will result in revealing the identity of the complainant, the consent of this person shall first be obtained.

2.
The Committee makes annual reports to the Storting about its activities. Such reports may also be made if factors are revealed that should be made known to the Storting immediately. Such reports and their annexes shall be unclassified.

Section 9. Duty of secrecy, etc.

With the exception of matters provided for in section 8, the Committee and its secretariat are bound to observe a duty of secrecy unless otherwise decided.

The Committee’s members and secretariat are bound by regulations concerning the handling of documents, etc. that must be protected for security reasons. They shall be authorized for the highest level of national security classification and according to treaties to which Norway is a signatory.

If the Committee is in doubt concerning the classification of information given in statements or reports, or holds the view that the classification should be revoked or reduced, it shall submit the question to the agency or ministry concerned. The decision of the administration shall be binding for the Committee.

Section 10. Assistance, etc.

The Committee may engage assistance.

The provisions of the Act shall apply correspondingly to persons engaged to assist the Committee. However, such persons shall only be authorized for a level of security classification appropriate to the assignment concerned.

Section 11. Penalties

Wilfully or grossly negligent infringements of section 4, the first and third paragraphs of section 5, the first and second paragraphs of section 9 and the second paragraph of section 10 of this Act shall render a person liable to fines or imprisonment for a term not exceeding 1 year, unless stricter penal provisions apply.

Section 12. Entry into force

This Act shall enter into force immediately.

Appendix 2

Instructions for Monitoring of Intelligence, Surveillance and Security Services (EOS)

Issued pursuant to section 1 of Act No. 7 of 3 February 1995 relating to the Monitoring of Intelligence, Surveillance and Security Services

Section 1. The monitory committee

The Committee shall have seven members including the chairman and vice-chairman, all elected by the Storting, on the recommendation of Presidium of the Storting, for a period of a maximum of five years. Steps should be taken to avoid replacing more than four members at the same time.

Those elected shall be cleared for the highest level of national security classification and according to treaties to which Norway is a signatory. After the election, authorization shall be given in accordance with the clearance.

The Presidium of the Storting appoints one or more secretaries as well as any office assistance, and arranges premises for the Committee and the secretariat. The second paragraph shall apply correspondingly.

Section 2. Quorum and working procedures

The Committee has a quorum when five members are present. The Committee shall as a rule function collectively, but may divide itself during inspection of service locations or installations.

In connection with especially extensive investigations, the procurement of statements, inspections of premises, etc. may be carried out by the secretary and one or more members. The same applies in cases where such procurement by the full committee would require an excessive amount of work or expense. In connection with hearings, as mentioned in this paragraph, the Committee may engage assistance. It is then sufficient that the secretary or a single member participates.

The Committee may also otherwise engage assistance when special expertise is required.

Persons who have previously functioned in the intelligence, surveillance and security services may not be engaged to provide assistance.

Section 3. Conduct regulations

The secretariat keeps the case records and minutes. Decisions and dissents shall be recorded in the minutes.

Statements and comments uttered or recorded during the monitory process shall not be regarded as final unless they are reported in writing.

Section 4. Limitations, etc. of the monitory process

Monitoring responsibilities shall not include activities involving persons who are not resident in Norway and organizations that have no address in this country, or activities involving foreign citizens whose residence in Norway is associated with service for a foreign state. The Committee may however practise monitoring in cases such as those mentioned in this paragraph when special grounds so indicate.

The monitoring should be arranged in such a way as to interfere as little as possible with the day-to-day activities of the services. The Ministry prescribed by the King may wholly or partly suspend the monitoring during a crisis or in wartime until the Storting decides otherwise. The Storting shall be notified immediately of any such suspension.

Section 5. Limitations of access to information

The Committee shall not apply for more extensive access to classified information than is necessary for purposes of monitoring. It shall as far as possible observe consideration for protection of sources and of information received from abroad.

Information received shall not be communicated to persons other than authorized personnel or other public bodies who have no knowledge of it except when necessary in the course of duty, for monitoring purposes or as a consequence of the procedural regulations laid down in section 9. In cases of doubt, inquiries should be made of the person who supplied the information.

Section 6. Disputes concerning access to information and monitoring

The decisions of the Committee concerning what information it shall apply for access to and concerning the scope and extent of the monitoring shall be binding on the administration. The responsible personnel at the duty station concerned may require that a reasoned protest against such decisions be recorded in the minutes. Protests following such decisions may be submitted by the Chief of Defence and the Chief of the Norwegian Security Service Police.

Such protests shall be published in or be enclosed in the annual report of the Committee.

Section 7. Monitoring and statements

The Committee shall normally abide by the principle of monitoring past events, but may notwithstanding require access to information on current matters, and submit comments on such matters.

The monitoring and the formulation of statements by the Committee shall be founded on the principles laid down in the first paragraph and the first, third and fourth sentences of the second paragraph of section 10 and in section 11 of Act No. 8 of 22 June 1962 relating to the Storting's Ombudsman for Public Administration. The Committee may also propose improvements to administrative and organizational arrangements and routines when this may facilitate the monitoring or protect against injustice.

Before statements are made that may result in criticism or expressions of opinion being brought against the administration, the responsible superior officer shall be given an opportunity to make a statement concerning the issues raised in the matter.

Comments to the administration shall be addressed to the head of the service or body concerned or to the Chief of Defence or Ministry concerned when such comments apply to matters they should be familiar with as authorities responsible for issuing instructions and exercising control.

In the case of comments encouraging the implementation of measures or making of decisions, the recipient shall be requested to respond by giving notification of the actions that are taken.

Section 8. Complaints

On receipt of complaints, the Committee shall make such investigations of the administration as are appropriate in relation to the complaint. The Committee shall decide whether the complaint gives sufficient grounds for further action before making a statement.

Statements to complainants should be as complete as possible without revealing classified information. Statements in response to complaints against the Security Service concerning surveillance activities shall however only declare whether or not the complaint contained valid grounds for criticism. If the Committee holds the view that a complainant should be given a more detailed explanation, it shall propose this to the Ministry concerned.

If a complaint contains valid grounds for criticism or other comments, a reasoned statement shall be addressed to the head of the service concerned or to the Ministry concerned. Statements concerning complaints shall also otherwise always be sent to the head of the service against which the complaint is made.

Section 9. Procedures

Interviews with private persons shall take the form of an examination unless they are of a purely explanatory nature. Interviews with the administration’s personnel shall take the form of an examination when the Committee finds it appropriate or when this is requested by civil servants. In matters that may result in criticism of specific officers, interviews should normally take the form of examinations.

The person who is being examined shall be informed of his or her rights and obligations, cf. section 5 of the Act relating to the monitoring of intelligence, surveillance and security services. In connection with examinations that may result in criticism of them, the administration’s personnel and former employees may also receive the assistance of an elected union representative who has been authorized according to the security instructions. The statement shall be read aloud before being approved and signed.

Persons who may be exposed to criticism from the Committee should be notified of this if they are not already familiar with the case. They have a right to familiarize themselves with the Committee’s unclassified materials and with classified materials that they are authorized to examine, provided that this will not damage the investigations.

Any person making a statement shall be made aware of evidence and allegations that are inconsistent with the statement, provided that such evidence and allegations are unclassified or are on a level of security classification for which the person concerned is authorized.

Section 10. Investigations at the Ministries

The Committee may not demand access to the Ministries’ internal documents.

If the Committee wishes to have access to information or statements from a Ministry or its employees concerning matters other than those applying to the Ministry’s dealings concerning clearance and authorization of persons and enterprises, these shall be obtained by written application to the Ministry concerned.

Section 11. Inspection

1. Responsibilities for inspection are as follows:

a)
For the intelligence service: to ensure that activities are held within the framework of the service’s established responsibilities, and that no injustice is done to any person.

b)
For the security service: to ensure that activities are held within the framework of the service’s established responsibilities, to monitor clearance matters in relation to persons and enterprises for which clearance is advised against by the security staff or refused or revoked by the clearance authority, and also to ensure that no injustice is done to any person.

c)
For the surveillance service: to monitor surveillance matters, operations and measures for combating terrorist activities by means of electronic surveillance and mail surveillance and to monitor to ensure that the collection, processing, registering and filing of information concerning Norwegian residents and organizations is carried out in accordance with current regulations, and meets the requirements for satisfactory routines within the framework of the purpose stated in section 2 of the Act.

d)
For all services: to ensure that the cooperation and exchange of information between the services is held within the framework of service needs.

2. Inspection activities shall at least involve:

a)
half-yearly inspections of the central intelligence staff, involving accounts of current activities and such inspection as is found necessary.

b)
quarterly inspections of the security staff, involving a review of matters mentioned under 1 b and such inspection as is found necessary.

c)
six inspections per year of the Police Security Service HQ, involving a review of new cases and current electronic surveillance and mail surveillance, including at least ten random checks in archives and registers at each inspection, and involving a review of all current surveillance cases at least twice a year.

d)
annual inspection of at least four duty stations in the external surveillance service, at least two duty stations in the local intelligence staff and/or intelligence/security service at military units and of the personnel security service of at least two Ministries/government agencies.

e)
inspection of measures implemented on its own initiative by the remainder of the police force and by other bodies or institutions that assist the surveillance service.

f)
other inspection activities indicated by the purpose of the Act.

Section 12. Provision of information to the public

Within the framework of the third paragraph of section 9 of the Act cf. section 8, paragraph 1, the Committee shall decide what information shall be made public concerning matters on which the Commission has commented. When mentioning specific persons, consideration shall be paid to observation of the protection of privacy including persons not issuing complaints. Civil servants shall not be named or in any other way identified except by authority of the Ministry concerned.

The chairman or a deputy authorized by the Committee may otherwise provide information to the public concerning a matter that is under investigation as well as information as to whether the investigation has been completed or when it will be completed.

Section 13. Relations with the Storting

1.
The provision laid down in the first paragraph of section 12 shall apply correspondingly to the Committee’s reports and annual reports to the Storting.

2.
If, in the view of the Committee, consideration for the Storting’s control of the administration indicates that the Storting should familiarize itself with classified information in a case or a matter that the Committee has investigated, the Committee shall in a special report or in its annual report to the Storting bring this to the attention of the Storting. The same applies if there is a need for further investigations of factors concerning which the Committee itself is unable to make any progress.

3.
By 1 April each year, the Committee shall submit a report to the Storting concerning its activities during the previous year.

The annual report should include:

a)
an outline of the Committee’s composition, meetings and expenses

b)
an account of inspection carried out and the results

c)
a list of complaints sorted according to category and branch of service, specifying the results of the complaints

d)
an account of cases and factors raised on the initiative of the Committee

e)
a specification of any measures requested implemented and the results, cf. fifth paragraph of section 6

f)
a list of any protests pursuant to section 5

g)
presentation of matters or factors that should be dealt with by the Storting

h)
the Committee’s general experiences with the monitoring and regulations and potential need for changes

Section 14. Costs

1.
The monitoring costs shall be covered via the Storting’s budget.

2.
Remuneration of the Committee’s members and secretariat is fixed by the Storting.

3.
Any person who is summoned to appear before the Committee has a right to receive compensation for travel expenses according to the official rates. Loss of income is compensated according to the rules for witnesses in court cases.

4.
Specialists are remunerated according to the fee regulations for the courts. Higher rates can be agreed. Other persons engaged to assist the committee are remunerated according to the official scale of fees for committees if nothing else is agreed.
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